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2 John Naisbitt, Megatrends: 10 New Directions Transforming Our Li\(¢982)
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EXECUTIVESUMMARY

Information Technology is the Information, Applications and Infrastructure necessary to meet the needs
of the Business. Of these, the most important resource is the infaonatsset. It is this information that
represents a model of the functioning business over time. Infrastructure and applications change to reflect
changes in technology or process, but the data that records the transactions of key entities with the
busines must be logically defined and maintained so that it is consistent, persistent and useful.

o i —— Data quality degrades when data is not managed
7 { Analytics 3 N continually by the business. The ability for data
il k systems to support business processes in the

pursuit of businessanls degrades over time when
Egﬁ. data quality degrades. This results in more cost but
idpsesen less benefit. Attempting to fix these problems at

the operational level will not work. Adding more
— RFGF YR RIEGF &d2aitdSya Ay

RSP problems only makes themvorse.
Data Governance Framework

Roles and Responsibilities . . .
Logical Business Model-Driven | WWhat will  fix these problems is not more

The Problems

Data Pain Points
Expensive Data
Inaccessible Data
Inaccurate Data
Incomplete Data
Inconsistent Data

Untimely Data Enterpeise Data Definitions technology, more systems or more data, but Data
Master Data Management i
Agile Business Intelligence Governance. Data Governance advances the twin
Better Data Analytics

goals of Data Quality and Data Reusability; data
that is timelier, more accurate, more complete,
more accessiblanore useful and less costly.

Reusable Data

Concept by Karen Lopez

Data Governances not a technology function. It is driven by the business and forms a bridge between
business management and technology providers. We need to evolve from Data Governance 1.0 to Data
Governance 2.0. DatB2 ASNY I yOS wuwdn 65DHO Aa |o62dzi GKS a2
necessary to achieve Data Governance goals and objectives.

Our Data Governance Framework identifies the desired fustate needed to address the problems that
compromise our infdlY F G A2y | daSid G2RFe&d LG R20dzyvSyida GKS
Taking our cue from the Practice Guidelines, we will align information management concepts, practices,
and context(White, 2014)This framework will lad us to Data Governance 2.0.

TheDBHDS Data Governance Framework ingludes the following strategic plan components,
which will be updated every two to three years. This isdiveat and why that defines our activities.
The DBHIDS data governance missstatement
The DBHIDS data governance vision statement
Ten information architecture principlethat express the vision and inform the strategies
Three broad data management strategitizat serve as a roadmap to our goals
Ten data governance goalbat describe what success will look like

In addition, the framework includes a separate annugblementation planthat details the objectives
and required tactics to achieve success. This is the how, who, when, and where of our activities.
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PREAMBLE TO THE2017 UPDATE

The Philadelphia Department of Behavioral Health and Intellectual disAbility Services (DBHIDS) Data
Governance Framework Strategic Plan is over two years old and due for an update. In addition, it can be
better organized. For this reason, versiorepresents a substantial rewrite.

s Full'e pepresents .
E tFtDmiE o ogies M O reTnglfI?érastructure
ntities
Governancews

s SSupport s Change
Nepcreas%%?f Technology

M d ! AchieveRrecords
Ccnasgcer?tge USGfUl
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| e AsS
G08|S Time Transactions - W resource=—ll QUality

N Accurat Pd D efl ned o B & o = {)p"mmgjmas
Vi Benefit iy i _ t Ove r
Process -

Campenents
ce Plan
Maintained organizaion Statement Reusablity Driven ern

Activities S Advances
Ability
Meet C“e
PurSUIl Tactics

Appllcatlons
Function I“@Cﬂ'{f Framework Level

State

Strategic

Archltecture O r mKey

ObJectlves
Success
Attempting P r O b | emSPe rsistent

Worse
The current DBHIDS Data Governance Framework consists of a Strategic Plan (conceptual), an
Implementation Plan (logical design), and multiple project plans (physical instantiation) necessary for
success. Version 1 ofdfStrategic Plan is twenty pages, supported by an eighteen page Implementation
Plan with an additional fortgjour pages of appendices. Moving forward, the strategic plan will be updated
about every thirty months and the implementation plan will be updagdediually.

The reasons for the update to the Strategic Plan include:

We know more now than we did two years ago.

Our organization mission is evolving.

Our data management capabilities are growing.

We have implemented things that did not exist before thegoral plan and based upon what we
learned we can now evaluate their efficacy and adjust efforts moving forward.

= =4 =4 =4

Ongoingchanges irtechnology is not listed as a reason for updating the plan. This is deliberate. Data
governance is all about business usedafta. The technology comes and goes but the need for
understanding of the data is a constant. A strategic plan should describe the need to use appropriate
technologies and stay current with developments but should not be prescriptive about specific
technobgies that can change over time.
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Over the past year, analysts and business unit management were interviewed about the state of data
management and information delivery in the department. Through these conversations, consistent
complaints arise were ideniéd concerning workload, including:

1. t S21L)X S ARSYGAFASR la aRIFGF lylrfeadgaéd R2 y2i L

SELISOGLFGA2YE 2F LIS2LX S ARSYGATASR a4 aNBaSl NOK

2. Too much effort goes into cleaning and standardizing data for esuplrest.

3. Information that management expects to be available requires too much time to produce.

4. Overall data quality is poor or inconsistent; too much effort goes in to verifying reliability.

The Enterprise Data Management unit investigated the complaimisdetermined that they in large part
are the result of the following, respectively:

1. The department lacks data governance focus, and has neither fully identified the need nor
assigned the responsibility for data quality.

2. The department has an imbalance time types of analysts, with a significant number of self
identified research analysts, too few data analysts, and almost no business data analysts.

3. The department focuses on delivering final products without leveraging what was learned in
creating the praluct.

4. The department does not take a datlsiven, business intelligence approach to anticipating the
2NHIF yATIGA2yQa NBLRNIAY3I ySSRao

A factor linking these causes to the complaints abovpléing responsibility for data management in

research units.The organization made a faulty assumption that because research analysts were best
prepared to evaluate the results of data collection and processing, that they would also be the best
qualified to manage the data. Unfortunately, the data management goalsnobrganization are

Fdzy RFYSyGalrftte 0 2RRa ¢oAGK GKS RFEGF ySSRa 27F I NEF
Governance Framework Strategic Plan so that it refocuses our strategy on meeting department data
governance goals, not research goé&einer R. T., 2005)

There is an interesting paradox to the reseacemtric M ——

approach. Anything that was remotely databas¢ Data Management is Plumbing
NBftFGSR 61 a FaadzYySR (2 GeKS 220r80e sKAOK 4K
no recognition that technologists are not dat plumbing as a humble activity and tolerate
management professionals. Management assum shoddiness in philosophy because it is an
that if research analysts were not addressing dg exalted activity will have neither good
management concerns thenetwork administrators| plumbing norgood philosophy; neither its
and programmers must be doing so. To furthl LJALIS& y2NJ AGa GKS2N

(0p))
P
&

exacerbate the situation, the research analysts beca 2 John W. Gardner,
proxies for the necessary role of business data anal Excellence: can we be equal
which further widened the chasm between busine and excellent, too?(Gardner, 1961)

units and their data.
s
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Using a Strengths, Weaknesses, Opportunities, and Challenges (SWOC) analysis, this Strategic Plan
documents the desired data governance and data management goals of executive management, identifies
why the current approach has been unsuccessful in meetimggd goals, examines options for a
restructured approach, and makes a recommendation for the approach most likely to succeed, all factors
considered. It also identifies the human resource challenges to be fadeBHID$ trying to implement

the recommenmled approach. Furthermore, this revised Strategic Plan is aligned with the DBHIDS Mission
and Vision.

DBHIDS Mission Statement Data Governance Mission Statement

The mission of the Department of Our data governance mission is to define
Behavioral Health and Intellectual disAbil and manage a quality data resource that
Services is to educate, strengthen, and enables DBHIDS to educate, strengthen,
serve individuals and communities so tha and serve individuals and communities to

all Philadelphians can thrive. fulfill its mission.
(adopted January, 2017

DBHIDS Vision Statement Data Governance Vision Statement
We envision a Philadelphia where every ~ We envision an enterprise information
individual can achieve health, wéling architecture that provides secure, definec
and selfdetermination. guality data whenever and wherever

(adopted January, 2017 needed in a costffective, reusable, and
repeatable manner so that DBHIDS can
realize its vision.
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THENEED FOR ADATA GOVERNANCH-RAMEWORK

WHAT IS ADATA GOVERNANCH-RAMEWORK?

A Data Governance Framework is a logical structure for classifying, organizing, and communicating
complex activities involved in making decisions about and taking action on enéedartis.(Thomas, ND)

A data governance framework (DGF) documents the information architecture and data governance
practices for an organization which guide its enterprise data management. It prescribes an approach to
data governace, data management, and data architecture as well as the information technology to
support the goals of data reusability and data quality. It identifies the roles and responsibilities throughout
the organization.

The Data Governance Institute has develd@m model data governance framework that focuses on the

roles and responsibilities of data governance, and these are the emphasis of the DBHIDS Data Governance
Framework version 2(Thomas, NDWe list these inAppendix E However, our data governance
framework cannot exist in a vacuum disconnected from our information and data management. For this
reason, we extend our data governance framework to encompass information architecture and data
managemehimplementation activities.

o Tia
| Dafa Governance

THe DGI Data GovErRNANCE FRAMEWORK
irs tifurta from The Data Governance Instituta

PEOPLE Data Dama 9 g 9

B OVE GoveRkakCE DFFICE
ORGAMIZATIONAL G RNANCE STAKEMOLDERS . (DGO) STewasDs

BODIES i

Diara,

Wy Wiar .-“'2
(1) — / Gous . Decisiow Rigurs
Focus MeTmics |
RULES Mission Anens {‘ ‘af:;., . AccounTaBLMES
Itm?s OF M:;:;W Lol . ConTroL
ENGAGEMENT Mechess

@u RuLes awo DEARITIONS . l
'y

How

PROCESSES o Fraief 1 fhaiafoumd 1= f Data Goverkance Processes -

Buzikess | IT ProcEs2Es
THar TowcH Dara

Definition: Processes for poverning how data is used, and when, and by whom
Date Governance is the exercise of decsion making | 1. aligning Polides, Requirements 7. lssue Resolutian
and sutherity for data-related matters & Contrals 8. Specifying Data Ouality Reguirements
e . . . 2. Establishing Decision Rights
a wystem of decision ights and acoountabilites for . Building Governance ingoe Technology

" 3. Establishing Accountability
infoemation-related processes, executed acconding to 4. Parforming Stawardship 10, $takehalder Care and Support

agraad upan models which descrilss whe can take what 5. Managing Change 11. Stakehalder Communicatians

acthans wath what informatbon amd usder wihat
dircumstances, using what methods. &. Defining Data 12. Measuring and Reporting Walue
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DATA GOVERNANCHRAMEWORK A9 NFORMATIONARCHITECTURE

! RFEGF 328SNYFyOS FNIXYSo2N] faz2 SYOo2RASa 2 dzNJ
maximize the value of our data by defining it, the use cases for dt tla@ roles and responsibilities for
governing and managing it. The goal is to make sure that defined data of known data quality (fit for the
intended purpose) is available to our staff whenever and wherever needed. The ultimate aim is to help
our organizéion best meet its mission of improving population health for city residents.

While it is important to discuss the benefits to the organization that will be provided by an enterprise
approach, it can be difficult to make thegeer-arching issues resonate with business management. While
keeping the big picture of enterprise information management and data governance in perspective, we
must demonstrate how the strategic plan addresses the pain points of the individual busiritsss un

Practical Architecture

GOAL Moving forward, for each
Providing H
Eacthe project, we must connect the
Servicas enterprise activities required by
this implementation plan to
either the solution sought by the
business or the avoidance of
Data Governance Framework
Roles and Responsibilities both seen and unforeseen
Logical Business Model-Driven problems; ideally, we will

Enterprise Data Definitions accomplish both.
Master Data Management

The Problems

Data Pain Points
Expensive Data
Inaccessible Data
Inaccurate Data
Incomplete Data
Inconsistent Data
Untimely Data

S

= > Agile Business Intelligence ———
Better Data Analytics
Data Reusable Data
e John Ladley trademarked GAIP

Concept by Karen Lopez
(Generally Accepted Information

t N& y OdsedfASpandix B to provide organizations with principles that they could use to guide data
quality programs and initiatives. These address thlee of data, the risk of not managing it properly, the
guality of data and the need for accountability (in terms of roles and responsibilities) for both the data
and its quality. (Ladley, 2012)he intersection of the concepts of data reusability andadgiality is data
governance.

Peter Drucker described how one of the benefits of investing in automated equipment is a reduction in

2 NE

nonLINE RdzOAy 3 GAYS o0& AYLINROGAY3I ljdzZ- £t Ade o0ailKFEG Aaxz

large monolithc manufacturing plants and processes would not be able to compete with modular
processes of known quality designed to work together to produce solu{@nsker, 1992)analogous to
the DBHIDS information architecture in supipof data quality and data reusability.

Page8 of 72 Data Governance Framework Strategic Plan v2.03 18 December 2018
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Data is the fundamental building block of Digital Government. It is a critical resource and we must manage
it as such. We must transform the practice of creating isolated dslasf data to satisfy individual
programs or units. We must manage a core of common data at the enterprise level. We must manage all
data with common tools and methodologief.adley, 2012)This will make it possible to use data
management technologies to collect, publish, and maintain the integrity of critical data elements across
multiple programs in a manner that is both efficient and responsive to business needs. Formal information
architecture is essential to achieving thiSeiner R. T., 2005)

Information architecture is a component or perspecti\/
of the enterprise architecture. Information architectur( Enterprise Architecture
represents the reference architecture for an enterpri§ Enterprise architecture (EA) is a wedfined
data management program. Reference atebiures | Practice for conducting enterprise analysi
describe the vision, goals, objectives, principlq 9€sSign. planning, and implementation, using
. . holistic approach at all times, for the success
practices, standards, methodologies, and tools usec )
] ) o . .| development and execution of strategy.
a particular technology domain within an organizatio
The data management domain encompasses
collection, definition, and maintenance data and the
development and presentation of actionabl

EA applies architecture m@iples and practices
to guide organizations through the busines
information, process, and technology chang
necessary to execute their strategies. The

information derived from that data. practices utilize the various aspects of 4
enterprise to identify, motivate, and achiev
Relationship to Other Architectures these chages.

In order to place domain architectures suchastheD{ b2 NI ft t & 'y 2NABFYyAT I
Governance Framework in context, it is essential| a comprehensive set of cohesive models th

acknowledge one @rarching relationship: describe the structure and functions of a
enterprise. The individual models in an EA &
The DBHIDS Data Governance Framework is on arranged in a |ogica| manner that provides 4

of three domains (components) of an overall everincreasing level of detail about the
DBHIDS Enterprise Architecture. enterprise.

en.wikipedia.org/wiki/Enterprise_architecture

This enterprise architecture consists of three relat U,

architecture domains:

9 Business Process (the businepsmations)

1 Information (the data), represented by this Dat Business Process
Governance Framework Architecture

9 Technology (the hardware, network, software
and security platforms)

Design Deploy
The Business Process Architecture provides
essential functionality of the business; what it means = e oo Technology
be the business. The Information Architecture guid ' Architecture Build Architecture

the development of data necessary for the Busine
Process Architecture; what it means to be dénest to

18 December 2018 Data Governance Framework Strategic P#h03 Page9 of 72
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the business. The Technology Architecture provides the components required by the Information and
Business Process Architectures.

Collectively, these domains define the solution architecture for a specific business prailéme.three,
Informaion Architecture is the least volatile and longéssting, as the record of items of interest to the
business outlives changes to process or technology.

Without an understanding of these crucial relationships, business users and technologists canbat help
create the islands of disintegration that enterprise architecture is charged with preventing.

Data Governance and Its Relationship to Information Architecture

Information Architecture describes what, when, where and why; in other words, the domaiataf
management. Data Governance describes who and how; in other words, roles and responsibilities. The
Data Governance Framework documents our information architecture within the data governance
context of roles and responsibilitiéseeAppendix [E

NRIFRfe& &LSF1Ay3a:X 516G D2OSNYylFyOS Aa (KS SESNDAA
matters. Formal Data Governance is a system that provides rules and policies proactively to enable
ongoing efficient service delive while addressing data quality issues as they are identified. Data
Governance also refers to the organizational bodies, rules, decision rights, and accountabilities of people
FYR AYTF2NXIGA2y aéadSvya Fa GKS& LISNWadéyDatay T2 NYI
Governance is the identification of those with decisioaking responsibility for data management.

(Seiner R. T., 2005)

Data Governance is not a
technology function. It is driven by  The Relationship of Data Governance to Data Management

the business and forms a bridg [, - X e SOnSorehit [
between business managemen K """ _4 S LULLE O pULS OISy

and technology providers.

Provide Oversight,

Executive Sponsorshigomes from it e Data Governance

the businessData Governancand 4 — —
Data  Stewardship — represent Data Stewardship
collaborations of business sjelot Zeel
matter experts and information Data Management ’ﬁ%‘?,,‘:‘s‘
architecture staff. Data standards
Management is provided by ata pote | e | e
various technologists. (Ladley, = S | opartiey e e

2 012) Bosed upon o concepr from Baseline Consulting Group, Inc.

The DBHIDS Data Governance Framework describes the DBHIDS Information Architecture as well as the
rolesand responsibilities necessary to implement it successfully. These concepts will be described more
fully in the sections that follow. It is informed by a data strategy assessment produced by an assessment
tool published by the Harvard Business Review ihaicluded imPAppendix D
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The Importance of an Architectural Framework

Architectural frameworks are a form of strategic planning. A good framework will document the current

state of the organization as well as the desistdte. It will plot the route for evolving from the current
adarasS d2 GKS RSAANBR aidldSeo Ly GKA&asS Ad LINRPOARSA
RSOARSé¢® LG SadlofArakSa (GKS LINI OG At@aoas. G KIF G gAft o

Organizations make tactical decisions every day. These can be as mundane as what to name something
or as important as where to get authoritative information. Without a plan, the organization will not know
when one of these decisions is misalignéth the desired state. A data governance framework provides

a rational description of both our information architecture and how we will implement it. It serves as a
guide for decisionmaking around data, data technologies and data management processes.

The Relationship between a Data Governance Framework and the DAMA DMBOK

DAMA (the Data Management Association) is a-foofprofit, vendorindependent, international

association of technical and business professionals dedicated to advancing the conceptadites of
AYF2NXYIEGA2Y NBaz2dz2NOS YIFyF3aSYSyd FyR REGE NBa2dzND
these domains is quite large and constantly growing. To respond to this challenge DAMA International
provides the DAMA Guide to the Data ManagemendyBof Knowledge, or DAMA DMBOK, as a definitive
introduction to data management.

The DAMA DMBOK defines a standard industry view of data
management functions, terminology and best practices,
without detailing specific methods and techniques. While
DAMA DMBOK is not a complete authority on any speciff
topic, it will point readers to widely recognized publicatio
articles and websites for further reading.

Data
Architecture
Management

Data
Quality
Management

Data
Development

Database
Operations
Management

Meta-data
Management

Data
Governance

Data
Security
Management

Document &
Content
Management

DAMA has identified ten distinct data management domai
and represents them in the DMBOK Wheel, lasvn here.
Data Governance is one of the domains. It overarches the
other nine domains, providing for coordination between
them and facilitating communications and planning. Copyright © by DAMA International

Data

Ref &
Master Data
Management

g
& Business
Intelligence
Management

The DMBOK Wheel illustrates that each of the nine management domains has ehuggl n@ one

discipline is more important than any other. It also illustrates, however, how each of the nine
YIEYylF3SYSyid R2YIAya Aad AyTFidsSyOSR o6& idenffiesdat@d | y AT |
governance as the central process with whidlo#iler data management activities must intera@AMA

International, Inc., 2014)

This DMBOK Wheel is not itself a data governance framework. It serves as an organizing scheme for
discussing the interrelated data management giBoes and their dependence upon effective data
governance. An organization still needs a data governance framework that reflects its principles and goals
while addressing these knowledge domains.
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Data Quality Represents Our Mission; Data Reusability Reprgents Our Vision

51 G ljdz-fAde A& RSFAYSR | & a5 Gl -apardvéd dafigitidd, andzNI1LJ2 & S

identified authoritative source, and an understanding of the general accuracy and quality of the data.

(Wilderdames, 20135 | (i NXdzal oAf AdGe Aa (GKS NBF20dzaiy3d 2F R
a

Y2@OAY3 A0 FNRdzyRE FLIINRFOK G2 | G&aKFENAY3I AyTF2NXI
» b £
- )'v‘ ‘\\‘
d : <)
ﬂ .
i 7 " & o i -

-

Sharing data by moving it around Sharing information through reusable data

The purpose of the DBHIDS Data Governance Framework is to improve data quality and drive data
NEdzal oAt AGe G2 YSSG (dp&atiendhdedsli YSY 1 Qa adGNI G6§S3IAA0 +y

Data quality is not onelimensional. Accuracy is only one aspect. Wang and Strong stiggestere are
four broad categories of data quality: Intrinsic, Contextual, Representational, and Accessibility. These
categories have fifteen mordetailed dimensiongWang, 1996)

al £t 02fY [/ KA&GK2fYZ (KQIYCHHBRSENIGZT WINIINSWNO $ EZINSIE & S
and is fit for some purposes but not for others.

G2S Ydzad y204 o6flYS ljdatAadGge 2y GKS AYLINRBLISNI OK2A
Fylteaad KFra YSGFREGE | & A6diob with dué dligekide Yie lhg R KS R2
makes assumptions about the data that produce bad results in his analytick Sy A G Qa y2d
RIFGlIQa FI dz o

GXC2NJ RFGF G2 NBLNBaSyld ¢KFG AG LJzNLRNI& G2 NBLI
representing. Th 1 Q&4 YSBGWVRF GKF 6§ Q& LIzZNLR2 NISR KFa G2 YI GOK
course, the extent to which data satisfies a specific requirement is coR&ILISY RSy (I d¢
(Chisholm, 2017)

Data reusability represents an evolution beyothe basic concept of data sharing. Data reusability
supports sharing of high quality information as everyone consumes the same version. Data sharing
contributes to poor data quality as multiple versions circulate throughout the organization. An effective
information architecture approach enhances data reusability and data quality by eliminatingaitarel

data sharing activities.
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Ly A aNAVIONIE NNFARMATION ARCHITECTURE: Toward National Sharing of Governmental
Information¢ = G KS b | {(tidn2of ISthte Chifal@fddmation Officers (NASCIO, nee NASIRE)
ddzYYINAT Sa (KIFIG a¢KS o6dzaiaySaa OFasS F2N adzOK |y
foundations are the ability to positively impact: Accuracy, Completeness, Cost/Expense, ahdeEsn
(NASIRE, 199%)e have identified two additional foundations: Accessibility and Usefulness.

Collectively, these represent six drivers for our data governance goals and objectives.

Reusable Data is More Accurate
Reusable data increases the reliability of data transactions. Standardized lookup tables provide
developers with a lovcost and consistent source of reference data to validate data entry according to
department standards. Reusable master entity informatietrieved on demand, reduces the potential
for user input errors and update anomalies that develop between redundant data sets. Multiple
versions of the same data lead to inconsistencies that are difficult to reconcile. When the same data is
accessed bynultiple users, errors are found more quickly.

Reusable Data is Timelier
Applications can make updates to Master Data available to all stakeholders immediately. There is no
need to update disparate systems manually, thus eliminating workflow bottlene&ksdata is
integrated for reuse, reporting and analysis can take the form ofssgifice. Turnaround time for new
reports and requests for information is greatly reduced. Latency between data collection and the ability
to report on it is also greatly reded.

Reusable Data is More Complete
Reusable data enables stakeholders to access aggregate master data from a single access point. They
will not need to work with multiple systems just because multiple business units manage those records.
Developers can rite applications to recognize, in an intelligent way, dependent processes across unit
and lineof-business borders. Logical workflow can be incorporated into these applications to capture
and maintain all related information.

Reusable Data is Less Expemsi
There are hundreds of data tables in DBHIDS databases that duplicate data available elsewhere. These
tables contain information as basic as county codes for lookup validation, or as critical as demographic
data for entitlement programs. Centralized maygement of universal information reduces the costs of
creating, maintaining and reconciling multiple containers of the same information.

Reusable Data is More Accessible
An Enterprise Business Architecture Model and corresponding metadata provide stakshwiittethe
roadmap and the mechanism to interoperate electronically. Constraints on data sharing, whether valid
or merely perceived, are resolved as a part of the Business Architecture Model creation and maturation
process. Applications can access Rewsdhla to the extent permitted by established business rules
and legal requirements.
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Reusable Data is More Useful
Decision making within the organization is improved through the use ofselice reporting and key
performance indicator (KRbased dashoards. This information can come from multiple sources across
the enterprise. To be successful, these capabilities should be built upon a stable enterprise data
warehousing environment that ensures that consistent answers are retrieved regardless of repor
mechanism or timing of the requegtnmon, Strauss, & Neushloss, 2008)

Collectively, these represent the value of the Data Governance Framework and comprise the strategic
drivers for the DBHIDS Information Architectureiupport of Data Reusability.

The DBHIDS Data Governance Framework (DGF) represents the information architecture 1
the Department and guides its enterprise data management. It prescribes an approach to da
governance, data management, data architece, and information technology to support the
goal of data reusability.

AEA $'-RADBDOAOGS 1T ATU 1T £ OEA O1 OOGETA j1 AOGET «
standards. It describes a governance structure for identifying novel, emergent godd

practices that eventually evolve into best practices. The framework identifies the goal
objectives and principles that guide decisionaking about these practices.

The DGF represents a commitment to information architecture as a legn strategic
initiative to enable data quality and data reusability. This architecture forms the foundation for
collecting, storing, managing, controlling privacy of, and providing access to enterprise data t
meet business needs.

By following it, stakeholders will hae access to more useful information, as they:

F Collect data once but use it often,
improving data accuracy

F Store data more effectively
for a timelier and more complete information picture

E Reduce or eliminate costs associated with
data collection,storage and error correction

E Improve access to information while
better protecting the privacy of individuals
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DATA GOVERNANCEL.O VERSUDATA GOVERNANCE.0

At the same time that DBHIDS is updating its Data Governance Framework from versioerdido 2,

the data profession has evolved its definition of data governance. The original DBHIDS Data Governance
Framework was based upon what is now considered Data Governance 1.0 (DG1). DG1 was process
oriented. It was about control and authority. It@a | 6 2 dzi GKS a1l 26£3 GKS NBaLR
achieve Data Governance goals and objectives. The following definitions reflect DG1.

Data governance (DG) refers to the overall management of the availability, usability, integrity,
and security of the ata employed in an enterpriséTechTarget)

Data governance is the practice of organizing and implementing policies, procedures and
a0l yRIFINRa T2NJ GKS STFSOUAGS dzasS 2F |y 2NBFYAT I
(Karl, 2008)

Data Governance: The execution and enforcement of authority over the management of data
assets and the performance of data functiofSeiner R. , 2006)

Version 2 of the DBHIDS D&avernance Framework has embraced the precepts of Data Governance 2.0
O5DHO® / 2YLI NBR (2 5DMXI 5DH A& Foz2dzi GKS a2 hésx
achieve Data Governance goals and objectives. Consider the following definition:

Data gove rnance is the decisiormaking process that prioritizes investments, allocates
resources, and measures results to ensure that data is managed and deployed to support business
needs.(Dyché, 2008)

The Data Governance Institute hagolved its definition to encompass this peojglentric approach:

G5FdF D2@SNYylyOS Aa | &aedaidSYy 2F RSO#xehate®y NAIKI{I.
processes, executed according to agregun models which describe who can take what actions

withg KIG AYF2NXYFGA2Y>S YR @gKSy3> dzy RSNIThoiasi OA NI dzy
ND)

This last is a general, -plirpose definition of Data Governance, focused at the-feieé| managers who

must come together to make crofgnctional decisions, set policies, and execute them. The Data
Governance Institute believes that it properly focuses on rules of engagement components of a data
governance framework, thereby accommodating if not enabling a more participative, condearssis
approach than the authoritarian procesgntric view of DG1. The ultimate purposes of a successful data
governance program are to improve enterprise data quality and data reusability.

Our department recognizes the need for formal data governance to addtata quality and to make data
available fit for purpose. One motivation for the creation of the original Data Governance Framework
Strategic Plan was to address data governance roles and responsiibigsIDS, City of Philagkla,
2016)The refresh of the Data Governance Framework Strategic Plan is intended to apply what has been
learned from initial efforts and develop new objectives and strategies where appropriate.
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TRANSITION TODATA GOVERNANCH-RAMEWORKVERSIONZ
Tobest understand the evolution of the Data Governance Framework v2, it is helpful to compare the data
management landscape of the department prior to 2015 with its state in 2017.

THEDATAMANAGEMENELANDSCAPERIOR TQ015

DBHIDS is a diverse organizatierior to the adoption of the Data Governance Framework Strategic Plan

in 2015 it had a decentralized approach to data management, even for data that is of use across
2NBIFYATFGA2Y Lt 02dzy R NAS& P a2 ddXERKERI YESibe&z Ay SNE
Information management resources were deployed to meet the needs of those business units, and were
funded by those units. Funding was often determined by various federal or state programs which placed
either real or perceived restrictions on damanagement and use. Even when data was common between
business units, it was addressed by units exchanging data from time to time as needed without attempting

to agree on definition, structure or common management.

The department addressed data qualitsoblems by creating several large centralized groups of research
analysts that were charged with knitting together data and cleansing it every time there was a request for
a more integrated view. These research analysts became subject matter experts datth of various
business units yet did not have any eayday organizational responsibility to those units. Worse, they
did not provide guidance to the multiple independent data collection development teams to help
aGFYyRFNRAT S G(KS vorkdS ¢ i N8B Of (C@MNBARHaERN, §MerBel & Linger, 2009)

DBHIDS Developers and analysts were favcking, earnest and intelligent but have lacked data
integration tools, methodologies and training. They were able tovdelneaningful value but were unable

to keep up with an eveincreasing workload. In addition, as most analytical efforts were performee one
off without leveraging previous efforts, data quality problems were introduced into reports due to lack of
consistet business rules and definitions. The data as a result of many of these efforts was maintained in
collections of spreadsheets, often without documentation and unavailable for reuse.

Because of this, data efforts were seen as competitions in which urnitsaalysts strive to be the one

GAGK GKS GO2NNBOGe IyasgSNI NFiIKSN) GKFIYy Faarxadiy3
SOSNE2YSd® ¢KS RSLI NIYSYy(d f I -Depbteating cydeQiatfdidforddsihd R G I
use of trusted data(Brackett, 2011 he result of this is that a significant amount of energy goes into
inadvertently making data quality wors@.oshin, 2011 hese factors encouraged the development of

data siloes and discouraged cooperaton®& Sy dzyAGaT 6KIF G . NFO1Sdd NBTFS
OO0t Séd ¢KS Hnmp 5F0F D2OSNYIFIYyOS CNIYS@2N] { GNF QS
practices.

Pagel6of 72 Data Governance Framework Strategic Plan v2.03 18 December 2018



Guidelines for Aligning Information Manageméstncepts, Practice and Context %! DBH I D S

DEPARTMENT of BEHAVIORAL HEALTH
and INTELLECTUAL disABILITY SERVICES

aAOKI St . NI O] $i QTheDidpN®EIataCyclé I 4 S a2

Michael Brackett also has a name for the current state
which he calls: “The Disparate Data Cycle”

Can't Find
Don't Trust
Can't Access

The current state... bad,
— and getting worse!

s

Data
\.'
Data Not People
Integrated Uncertain
Or About the Data

Documented

\~\ Pecople Create //
T————| theirown Data f—— People Come
With Own
Data

Seurce "Outa Smplexty” Authee Michasl Srade® -2031

aA OKI St .skdd SxateSMoei he E@nparate Data Cycle

Michael Brackett calls the desired target state in
organisations world-wide: “The Comparate Data Cycle”

People Come

Looking for People Find

Data = Trust and =l
=1 Access Data -

/

Existing Data
Resource
Readily Shared

Seurce "Outa Smplexiy” Authee Michasl Sradex -2031

STATUS OBBHID ®ATAGOVERNANCEIRATEGIEYERSION

The following nine data governance strategic goals and ten data governance strategic objectives were
identified in Version 1 of the Implementation Pldmthe chart that follows, Blue indicates that a strategic

objective has been substantially realized; Green indicates it is well underway; Yellow indicates some
progress; and, Red indicates no notable progress. The only objective without notable pragress i

Gt NP@AaA2Y RFEGF F2NJ GK2aS GKIFIG ySSR AdG Fa NBIjdza NB
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2015 Strategic Goals

1.

o

© o NG

Create an informatioftentric and informed organizational culture.

Establish a data governance program to provide accountability for information assets.

Provide for effective andppropriate information security.

Improve the quality and usefulness of information by making it timelier, more accurate, more
complete and more accessible.

Reduce the costs of managing information.

Share data through reusable processes; reuse data threbghed processes.

Provide sekservice business intelligence capabilities.

Develop enterpriselass data management staff.

Adopt enterpriseclass data management tools.

2015 Strategic Objectives

1.

© O N o bk DN

Establish within the Office of the CIO a DBHAIf® data nanagement office to address data
governance, data architecture, data integration, and business intelligence and analytics.

Implement the Data Governance Framework

Achieve compliance with information architecture policies and standards
Develop new draft pities and standards for consideration by the DSC

Manage the enterprise business architecture model and business glossary
Provide enterprisdevel metadata management for business and technical users
Manage master data management domains

Manage the data irggration and persistence layer for the department

Provision data for those that need it in the manner required

10. Evangelize the Data Governance Framework principles to the department

Relationship of Data Governance Strategic Objectives to Goals

STRATEGIOBECTIVES STRATEGIGOALS 1 2 3 4 5 6 7 8 9
1. | Establish the Office Enterprise of Data Mgmt. _
2. | Implement the Data Governance Framework K| K K| K

3. | Achieve compliance with policies and standardy K | K | K | K | K

4. | Develop new draft policieand standards K| K|K|K|K

5. | Manage enterprise LDM and business glossary K | K K| K| K| K

6. | Provide enterprise metadata management K| K K| K K

7. | Manage master data management domains K| K K| K| K

8. | Manage data integration & persistence layer K|K|K| K| K K| K
9. | Provision data for those that need as required - -:_:
10.| Evangelize the Data Governance Framework K| K K
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THEDATAMANAGEMENTANDSCAPE RO17

As a result of the efforts to implement the Data Governance Framework 1.0, thentiatagement
landscape in 2017 is radically different. DBHIDS is still a diverse organization. It has a centralized enterprise
data management focus while incorporating a federated model for data stewardship and business
analysis. Most new data system devaheoent is reviewed first to leverage existing capabilities and align
with department data requirements. Business units recognize the difference between data that needs to
be collected to document transactions and reports and analysis that are derivededrddta. Most new
requests for data are reviewed to leverage existing data, avoiding redundant effort, as well as to identify
new opportunities to build sustainable solutions. While master data management has not yet been
implemented, data stewards havesén identified for various MDM domains and have begun identifying
and reconciling business rules required for each domain.

A Strengths, Weaknesses, Opportunities, and Challenges analysis was completed and is included as
Appendx C

Strengthsinclude the establishment of the Office of Enterprise Data r ~
Management, the establishment of the Data Governance Executiv
Board and Data Stewardship Council, the creation of master dat| Strengths Weak”esseT
management domain data stewardship committees, thiiation of

the enterprise data warehousing, master data management, a.
business intelligence tool initiatives, and the identification of guideline
for the coordination of data analyst activities. The most important
strength continues to be a commitmebly executive management to
support enterprise data governance, data quality, and data
management programs.

\. J
)

Challengesw

——

Unfortunately, there are several significameaknesseghat must be addressed. There is a continued
treatment of some data requests as custom res#amprojects, resulting in redundant effort, no
sustainability, and poor data quality. Some business unit managers do not accept their role in prioritizing
data requests and projects. We still rely too much on outside vendors and contractors for data
architecture and design decisions that should be owned by the organization.

There are numerouspportunities present in 2017. The loss of key staff has highlighted the danger of
NEfteAYyIoRY¥SBRKSINZI feada yR KFa &aids SMNBprseapgBac2 NAI y Al
We have demonstrated value of the information architecture to executive management through pilots

and smaliscale projects even as largeale initiatives were getting underway. We have filled many

staffing needs but there remain opponities to add needed skills and capacity. We need to refine the

data request process and make sure that it is in use throughout the organization.

Manychallenged t 82 NBYFAYy® hdzNJ Iyl fead 2NBFYATFGA2ya | NB
not provide the right skills to improve data quality. Our new enterprise data management efforts are often
slowed or delayed due to the ddg-day needs of the orgaration for data produced through the less
STFAOASY (G tS3IIFO& LINPOS&aasSad ¢KS OFLIoOoAfAGASA | yR
technology office (OIT) do not always align with our needs.
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STRATEGICPLAN COMPONENTS

Our Data Governmae Framework organization is based upon a business motivation model used in
enterprise architecture efforts. The chart below is from Craig Martin of Design Thinking in Business. It
identifies both strategic and tactical (implementation) components. Tweathave added the concept of
Principles that further define the Vision. The components relevant to this strategic plan are encircled and
are defined below. Tactics and Objectives are defined in the DBHIDS Data Governance Framework
Implementation Plan.

“IIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIII..

* Means End %
: — H
. Vision Visionary "
. Principles .
: n .
. .
N :

Business Motivation ModéMartin, 2013)
These are the definitions of the components. The DGF Strategic Plan descriptions are in the next section.

DATAGOVERNANCHIISSIONSTATEMENT

A mission statementisthedefinifo 2 F +y 2NBFYAT [ GA2yQa Llz2N1J2aSeo LG
should support the organizatiofBryson, 2011Jo assure its relevance, the DBHIDS data governance mission

is aligned with the DBHIDS agency mission:

Themission of the Department of Behavioral Health and Intellectual disAbility
Services is to educate, strengthen, and serve individuals and communities so

that all Philadelphians can thrive.
(DBHIDS Mission Statement, adopted January, 2017)

DATAGOVERNANCHISIONSTATEMENT
A vision statement is the description of the code of behavior to which an organization agBimeson, 2011)
To assure its relevance, the DBHIDS data governance vision is aligned with the DBHIDS agency vision:

We envision a Philadelphia where every individual can achieve
health, wellbeing and selfletermination.
(DBHIDS Vision Statement, adopted January, 2017)

Our data governance vision is further embodied by a set of data architectural principles to which we
adhere and which informs our strategy.
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DATAARCHITECTURRINCIPLES

An architecture principle is a comprehensive and fundamental law, doctrine, or assumption that provides
overarching guidance for development of a solution. A good architecture principle is not outdated by
advancing technology and, more importantly, prowddebjective reasons for advancing it instead of
alternatives. The ten information architecture principles represent the vision that guides the identification
of goals and objectives for our information architecture and the formation of strategies to &ctien.
(Ladley, 2012)

DATAGOVERNANCEOALS

Goals describe concrete, actioniented targets that categorize and focus information management
STF2NIad ¢KS GSy REFEGE I20SNYI yOS 32 IrdhitectureNEachi KS K S
goal has one or more objectives that align to the information architecture principles.

DATAMANAGEMENSTRATEGIES

Strategies are the means by which an organization intends to accomplish a goal or objective. A strategy
summarizes a patter across policies, programs, projects, decisions, and resource allocdBoyson,
2011)The three broad data management implementation strategies will guide the implementation plan
tactics to meet our objectives and achiever goals.

INFORMATIOMRCHITECTURIRIVERS

A business driver is a resource, process or condition that is vital for the continued success and growth of
a business. The six critical information architecture drivers are the impetus for our data governalsce goa
and obijectives.

DATAARCHITECTUREVERS

A business motivation lever is a capability or design pattern that can influence policies, programs, projects,
decisions, and resource allocations to be more effective and useful to the organization. Our data
architecture levers facilitate and make more effective our data management strategies. These levers are
embodied in our information service delivery use cases and our conceptual information architecture
schema.

Information architecture drivers were describéa a preceding section. The specifics of the remaining
strategic components are described in more detail in the sections that follow. Tasks and objectives in the
tactical layer are described in detail in the Data Governance Framework Implementation Plan.

Means End

Visianar ¥

Strategic

B I8 v [ o — .:]
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THEDBHIDSDATA GOVERNANCHRAMEWORKSTRATEGICPLAN

DBHIDSDATA GOVERNANCHVISSION

This is the DBHIDS data governance mission statement:

Our data governance mission is to define and manage a quality data resource that enables
DBHIDS teducate, strengthen, and serve individuals and communities to fulfill its mission.

DBHIDSDATA GOVERNANCE/ISION
This is the DBHIDS data governance vision statement:

We envision an enterprise information architecture that provides secure, defined, quality
data whenever and wherever needed in a efé¢ctive, reusable, and repeatable manner
so that DBHIDS can realize its vision.

DATA STRATEGYFORMULATION

In order to fulfill our mission and realize our vision, we must be able to deliver what Leandor DalleMul
and Thomas H. Davenport refer to as a Single Source of Truth (§xlléMule & Davenport, 201The

SSOT represents the secure, defined, quality data required to support the DBHIDS vision. This requires
centralized data goweance and data management; what DalleMule and Davenport desighate as a
defensive data strategy. Not having an SSOT can lead to chaos:

GThe SSOT is a logical, often virtual and cloaskd repository that contains one authoritative
copy of all cruciadlata, such as customer, supplier, and product details. It must have robust data
provenance and governance controls to ensure that the data can be relied on in defensive and
offensive activities, and it must use a common langaaget one that is specific ta particular
business unit or function. Thus, for example, revenue is reported, customers are defined, and
products are classified in a single, unchanging, agtgexh way within the SSGT.

However, to fully support the mission of DBHIDS, we must alsagble and provide data to various
business units for distinct audiences presented in different contexts. DalleMule and Davenport describe
this as Multiple Versions of Truth (MVOT). This is the quality data resource that can be used throughout
DBHIDS to fiill its mission. This requires agile, decentralized analytic and visualization capabilities
supported by defined data; what DalleMule and Davenport designate as an offensive data strategy.
Multiple versions of the truth, derived from a common SSOT, sugugerior decision making.

0An SSOT is the source from which multiple versions of the truth are developed. MVOTSs result from
the businesspecific transformation of data iatinformatior R 0 | A Y ordi/ahcemndi K W
purposeQlhus, as various groupsthin units or functions transform, label, and report data, they
create distinct, controlled versions of the truth that, when queried, yield consistent, customized

AAAAA

NEBalLlzyasSa | O02NRAY3I (2 (GKS&EéaINRPAZLIAQ LINBRSGSNINAYSH
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Defensive and offensive stegies have different attributes.

The Elements of Data Strategy

DEFENSE OFFENSE

KEY OBJECTIVES Ensure data security, privacy, integrity, Improve competitive position and
quality, regulatory compliance, and profitability
governance

CORE ACTIVITIES  Optimize data extraction, standardizatiol Optimize data analytics, modeling,
storage, and access visualization, transformation, and

enrichment

DATAMANAGEMENT Control Flexibility

ORIENTATION

ENABLING SSOT MVOTs

ARCHITECTURE (Single source of truth) (Multiple versions of the truth)

FROMa 2 | ! ¢Q{ , hww¢ 8D¢KE { ¢DALUEDMULE ANDRHTHOMABAVENPORT, MAYNE 2017 © HBR.ORG

DalleMulel YR 5F @Sy LR NI LINRPOGARS |y lFaaSaaySyid G22f (2 R
more defensive or more offensivehlr.org/2017/05/whats-your-data-strateqgy) Our overarching data

A0NYI GS3e Aa 02y aieRghdsRdregutatBry doRplidndeaBdé ddta Gordirol, security,

privacy, integrity, and quality. This strategy is supported by a Single Source of Truth (SSOT). At the same
time, we need flexibility meet information need$ the business from the SSOT; this requires the ability

to support Multiple Versions of Truth (MVOT). @gmendix Dfor more information.

The SSOWMVOT model provides the greatest value to an organization. It addresses the concerns
embodied by a defensive strategy yet provides the benefits of an offensive strategy. It is also the most
difficult for many to conceptualize, let alone operatidima. There are not many organizations that are
able to tightly control data yet enable to to be used flexibly. Again from DalleMule and Davenport:

OAlthough the SSGWVOT model is conceptually straightforward, it requires robust data controls,
standardsgovernance, and technology. Ideally, senior executives will actively participate on data
I32BSNYFyOS o62FNR& FyYyR O02YYAGGHSSad . dzi RFEGEF 32¢
enterprise CDOs and CTOs lead data and technology governance processesireass land
G§SOKy2ft238 YIylI3ISNA Ay TFdzyOlAizya FyR dzyAida | NB
single sources of the truth remain unique and valid, and that multiple versions of the truth diverge

from the original source only in carefully canlled ways¢

This has implications for our implementation approach, addressed in the Data Governance Framework
Implementation Plan. It informs our Information Architecture Principles which further expand our vision.

It influences our data governance gadisframes our data management strategies. These are described

in more detail in the sections that follow.
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DBHIDSINFORMATIONARCHITECTUREPRINCIPLES
1. Information architecture is the reflection of the business; it is not just a technology domain.
This pimciple is critical to both a successful data governance effort and to individual data
management projects. When the business abdicates responsibility for information architecture
and data governance to information technologists, it leads to the creatiatata silos, disparate
data, poor data quality and a focus on activity over value. The business must partner with
technologists in data governance and information architecture eff¢8siner R. T., 2005)

2. The identification anddefinition of data attributes must involve the business.
When the business does not lead this effort, there is a loss of understanding over time that can
neither be fixed nor replaced through the efforts of information technologists alone. For business
critical data elements, the respective business units must identify datbassadorsvithin the
organization that can maintain the integrity of data definitions and approve the appropriate use
of data for the desired purposéSeinerR. , 2006)

3. Data is an organizational asset and must be managed with an enterprise perspective.
Once the business has taken responsibility for its role in data governance ananilbéasadors
are identifying and defining data attributes, the data mustb&naged at an enterprise (central)
level. Data management decisions cannot be made at the system or program level. Because the
data is an enterprise asset, decisions regarding how it is managed must also be made at the
enterprise level(Council for Information Advantage, 2010)

4. Data that is common to more than one business unit must be defined through consensus by
representatives of those business units.
It is essential that data that is used by more than one business be definegplesentatives of
all of the business units. When units are not represented in decision making, their specific needs
YIe y20 06S NBTEtSOGSR® ¢KAA A& ¢KIG €SIFRa G2
Fd GKSe& | NB dzy | odats Thisproodzss &f busifeSs partRiFatioh i the defihition
of common data is called data governan@&ilderr-James, 2013)

5. The value of data to the enterprise is in its fitness for reusability, not its exclusivity.
To procesglata and exploit only the result of the calculation is sksighted. Even worse is to
lock it away. The practices and tools of effective data management cannot stand alone in the data
ecosystem. They must rely on and support the reusability of dataoiigamization benefits when
both data management efforts and results form a platform for future discovery and innovation.
As big data, analytics and Web 2.0 grow in maturity and adoption, there will be a rising need to
support exchange, collaboration anduse around enterprise datéLoshin, 2011)
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6. The value of data management staff is in its ability to build high quality, reusable data assets.
Data gatekeepers may perceive that they provide value to the organization by hoarding the data.
This is exacerbated when institutional knowledge is often locked away in the memory of these
individuals. When the individual leaves, the organization suffeecbnsequences. A mature data
management staff adopts as its mission the commitment to make it easier for the business to gain
access quickly to documented and defined information of known qudliadley, 2012)

7. Different information use cases require different data management solutions.
The technology necessary for processing transactional data is significantly different than the
technology necessary fonalytical processing or producing KPIs. The format of the data in these
environments will be differentThe security concerns for the data will be different. Each of these
environments in turn is significantly different than one that is responsible for managing master or
reference data or one responsible for storing data higtalty. (Inmon, Strauss, & Neushloss,
2008)

8. In order to be sustainable, physical data stores must be governed by a conceptual
understanding of the enterprise, captured in a business architecture model.
A Business Architecturdodel (BAM) is not a database design. It represents the authoritative
definition of data entities (people, places, things, events, etc.) and their attributes (characteristics)
along with the relationships between the data entities (e.g. A Provider proadesor more
Services, but must provide at least one). The BAM captures the business rules that govern data.
This model is used to produce both logical and physical data models for specific soliitens.
2011)

9. The purpose of alata management organization is to produce a data product that meets the
information needs of the business commensurate with the investment made by the business.
In the same way that the business has an obligation to help define data and corresponding
busihess rules, the data management organization has an obligation to implement solutions
consistent with those definitions and rules using sound technology practices. Technologists must
bring issues to the attention of the business that can have an advefeset eh data quality; the
business will decide the priority and the appropriate investment for resolving those issues.
(Brackett, 2011)

10. Information architecture must be formal and proactive; it cannot be improvised or reactive.
Data must be defined, both technically and from a business perspective. Business rules must be
defined. Data processes must be documented. Data quality issues must be documented. This
documentation must be maintained in an organized manner and be acaedsibthose that
require it. The enterprise must be able to measure both the quality and reusability of its data.
When information is urgently needed, it is not the time to create an architecture approach or
determine a data management stratedizoshin, 2011)
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DBHIDSDATA GOVERNANCESOALS
1. Create an informatiorcentric and informed organizational culture.
Becoming an informatiogentric organization requires substantial cultural change. Business and
technology staff must becomaware of the need, educated in the process and then empowered
to approach information management with an enterprise viewpoint. Information architecture
staff must evangelize and educate employees in both the value of this approach as well as how to
implement it.

2. Continue and strengthen the data governance program by adopting a centraldnaged data
and information request process.
DataGovernances an approach to providing rules and policies proactively to define and manage
data. Business data ambassadarsl data architecture staff work together under management
oversight. A centralynmanaged data and information request process must engage the Data
Stewardship Council and the Data Governance Executive Board so that they better understand
the nature of ifiormation requests.

3. Provide for effective and appropriate information security.
Information security is a mutlimensional domain. It encompasses the Confidentiality of the data
(protection), the Integrity of the data (accuracy and rrepudiation) and tie Availability of the
data (functionality). It is addresseatrough policies and procedures, education and awareness,
encryption and access controls, and, vulnerability monitoring and auditing. It requires
cooperation by business users, technologists afiorimation security professionals.

4. Improve the quality and usefulness of information by making it timelier, more accurate, more
complete and more accessible.
Data management must be agile to meet business needs without making the data fragile and
therefore unfit for use. This requires advance planning to leverage efforts to locate, define and
integrate data one time but benefit from those efforts many times. By creating a catalog of
reusable datag master, reference, operational and historicahll future efforts benefit. Once
properly constructed, this complete and accurate data is available to more users and available to
them more quickly.

5. Reduce the costs of managing information.
There are obvious cost efficiencies achieved through better data managdamehne elimination
of duplicate technology purchases, nor recreating data that already exists and not reinventing
processes. There are even greater savings realized by eliminating tyeauand downstream
maintenance of these inefficient processes ati@ decoupling of data use cases. Another
substantial yet difficult to quantify cost savings is the elimination of data quality problems that
lead to poor decision making.
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6. Reuse data through shared processes; share data through reusable processes.
Reusable data is data that has been integrated and published from a central store or repository,
such as a data warehousing environment or a master data management platform. This data is
best accessed through shared (common) processes implemented inenpesé data integration
environment. Other data requiresiccessin real time so that it can be shared between
transactional systems as needed. This is done through web services (reusable processes)
implemented by each system.

7. Provide selfservice businesstelligence capabilities.
The twentieth century model of business intelligence (technology webksed) relied on a large
IT staff creating reports for a small group of report consumers. The twf@stycentury model for
business intelligence (knowledgvorkerbased) provides for seffervice, ubiquitous reporting
capabilities, and access to quality data by and for all staff. The IT staff is responsible for data
integration, providing access to data sources, and supporting @eelice business intélence
platform. Business data ambassadors are responsible for approving the business definitions of the
data and identifying requirements and metrics. End users create reports as needed.

8. Develop enterpriseclass data management staff.
The skills requiretbr data management in the twentfjrst century are significantly different than
those that were required in the twentieth century. Mainframe environments lent themselves to
assemblyline skill delineation and data was kept in silos by design. Today,nd@t@gement
professionals need to be generalists and have the ability function as business analysts, data
architects, data integration developers, business intelligence developers and database
administrators as needed.

9. Adopt enterpriseclass data managemerools.
Too often, data management tools are selected randomly, due to personal preference or
perceived cost benefits, without considering the needs of the organization or the impact of using
GKS oNRBy3d GSOKy2f238d ¢KS i222308ND 3 KSa af Bt adi2
but to select a suite of tools that meet all of the needs of the entire organization, work well
together and can be implemented and used for a reasonable investment of both money and staff
time.

10. Redefine the roles of datrelated analysts in the organization to better match analyst
capabilities to organization needs.
We must separate research analysts from data management responsibilities and identify the
business data analysts and data analysts required by the orgamiz@tie organization is still too
d NB a S N K -héayylarid énéistiidentify @&r bdquire business data analysts and Bl specialists
that can better meet business unit demand for data. The organization too easily slips back into
G2t R RFGlF Késd@AdGaé dzyRSNJ ai

18 December 2018 Data Governance Framework Strategic Plan v2.03 Page27of 72



w D BH I D S Guidelines for Aligning Information Management Concepts, Practice and Context

DEPARTMENT of BEHAVIORAL HEALTH
and INTELLECTUAL disABILITY SERVICES

DATA MANAGEMENTSTRATEGIES
There are three broad data management strategies that will guide the implementation plan efforts.

1. Evangelize and implement the Data Governance Framework to the department
There needs to be continuing outreach to lalels of the organization to educate about and
advocate for the Data Governance Framework. This includes regular reinforcement of principles
and goals. It also includes development of policies and standards and adoption of and compliance
with those policés and standards. This also includes regular review of principles, goals, objectives,
strategies, and tactics to adjust for changing conditions.

2. Clearly define and implement data governance roles and responsibilities
This includes the establishment of tRBHIDS Office of Enterprise Data Management and the
identification of the roles within it necessary to ensure success. Data governance requires an
enterpriselevel focus; it cannot be performed within an operational division. This also includes
the defintion and adoption of data governance roles and responsibilities for the rest of the
organization. Data governance is a partnership between the business and data management, and
requires active participation by business management and knowledge workeessiodoessful.

3. Manage data as an organizational resource so it is available whenever and wherever needed
This is the heart of enterprise data management. It includes the efforts necessary to develop and
manage such enterprise resources as the enterprisaniess model, business glossary, and
metadata repository (data architecture). It includes master data domains, reference data, and a
data integration and persistence layer (data warehousing). It also includes the capability to
provide data whenever and whever needed to whoever is entitled, with consistent definition
and known data quality (business intelligence).
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DBHIDSDATA ARCHITECTURELEVERS

There are two data architecture levers that influence our data governance strategynplementation.

They are the DBHIDS information service delivery use cases and the DBHIDS conceptual information
architecture schema. These two levers are the key toeaing our mission and realizing our vision.

DBHID$NFORMATIOSB=RVICDELIVERYSECASES

It is a serious but all too common mistake to apply a-sizefits-all approach to data management use
cases. Organizations attempt to make a system designed &usa case serve the requirements of other

use cases. While it is possible, for example, to build a transactional system that also directly supports
operational reporting or a data integration layer that also supports analytical reporting, these solutions
end up being compromisefinmon, Strauss, & Neushloss, 2008)

They are fragilgtightly coupled to processes understood at the time they were built. They lack the agility
and flexibility necessary to accommodate new requiretse Whenthey need replacingthe cost is
substantially higher due to the unnecessary complexity of the additional overloaded functionality.

Our sevenriformation service delivery use cases drive the selection of appropriate methodologies and
technologieso meet the business needs of the department and provide a single defined source of the
truth for business information. The five information service delivery use cases provide the distinctions
necessary to guide information management for the departmdritey categorize the audience and
purpose of data so that the proper methodologies and technologies are applied while maintaining a single
authoritative source for business data.

18 December 2018 Data Governance Framework Strategic Plan v2.03 Page29of 72

































































































































